SHIELDRecovery

Product Suite

INTENT

CTI’s SHIELD Disaster Recovery (SHIELDRecovery) suite is intended to provide organizations with business / IT system
continuity and disaster recovery planning, disaster recovery design and testing, and all associated documentation.
The purpose of this suite is to assist in development of documentation that validates the organization’s system
recovery and continuity expectations, and establish the necessary processes and procedures to meet those goals.
The three (3) assessments comprising the SHIELDRecovery suite provide varying degrees of planning, review, testing,
and documentation suitable for diverse needs and budgets. Recommendations for new solutions or additional
functionality will assist in determining the timeliness of successful recovery.

COMPONENTS

The following graphic illustrates the various assessments available as part of CTI’s SHIELDRecovery suite. These services
range from concise one- to three-day engagements to detailed multi-week assessments.
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BREAKDOWN

SHIELDRecovery SHIELDRecovery SHIELDRecovery

Express Core Pro
Appropriate for review by regulatory auditors? Yes Yes Yes
Level of customer participation required? Minimal Moderate Significant
IT Leadership and Network Interviews? No Yes Yes
Pre-Test Health Check? Yes Yes Yes
Number of Locations? 1 23 4+
Number of Critical Business Applications to Test? 1-3 4-8 9+
Number of Recovery Scenarios to Test? 1 2-3 4+
Review of Disaster Recovery Policies and Procedures? Mo Yes Yes
Creation of Business Continuity and/or Disaster No Yes Yes
Recovery Plan?
Creation of IT Availability Risk and DR Solution No No Yes
Design?
Level of Automated Scanning? No System and System and

Application Inventory | Application Inventory
Scanning Scanning
Systems Information Gathering? No Yes Yes
Application Dependency Documentation? No Yes Yes
Creation of Network Decumentation? No Mo Yes
CTl Supplied Disaster Recovery Equipment? Yes Yes Yes
Documentation of Recovery Procedures? Yes Yes Yes
Recommendations for Improvement? Yes Yes Yes
Applicable regulatory standards? HIPAA, GLBA, FFIEC, HIPAA, GLBA, FFIEC, HIPAA, GLBA, FFIEC,
HITRUST, etc. HITRUST, etc. HITRUST, etc.

Average assessment duration? 1-2 days 5-7 days 2-3 weeks
Delivery meeting included? Yes Yes Yes

SELECTION

Answers to the following questions will help determine which level of service your organization should select:

1) Approximately how many servers do you have in your environment? (Virtual and/or Physical)
2) About how many business units (departments) are in your organization?

3) Is your organization subject to any regulatory requirements?

4) How many physical office locations would be visited during this assessment?
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